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<ALL NEW TEXT>
5.6.X Service Level authentication/authorization (SLAA) by AF during the establishment of a PDU Session
At PDU Session Establishment to a DN:
-	The Service Level User Id ID (XXXX) of a UE may be authenticated/authorized by the AF.
NOTE 1: the AF may belong to the 5GC or external to the network.
-	If the UE provides authentication/authorization information corresponding to a Service Level User ID during the Establishment of the PDU Session, and the SMF determines that Servicer Level Authentication/Authorization of the PDU Session Establishment is required based on the UE providing a Service Level User ID and subscription information, the SMF triggers the SLAA procedure defined in TS 23.502 [X] clause 4.3.2.X. If the SMF determines that SLAA is required but the UE has not provided a Service Level User ID as part of the PDU Session Establishment request, the SMF rejects the PDU Session Establishment.
-	The SLAA AF may authenticate/authorize the PDU Session Establishment.
-	When the SLAA AF authorizes the PDU Session Establishment, it may send DN Authorization Data for the established PDU Session to the SMF. The DN authorization data for the established PDU Session may include one or more of the following:
-	A DN Authorization Profile Index which is a reference to authorization data for policy and charging control locally configured in the SMF or PCF.
-	a list of allowed MAC addresses for the PDU Session; this shall apply only for PDU Session of Ethernet PDU type and is further described in clause 5.6.10.2.
-	a list of allowed VLAN tags for the PDU Session; this shall apply only for PDU Session of Ethernet PDU type and is further described in clause 5.6.10.2.
-	DN authorized Session AMBR for the PDU Session. The DN Authorized Session AMBR for the PDU Session takes precedence over the subscribed Session-AMBR received from the UDM.
-	Framed Route information (see clause 5.6.14) for the PDU Session.
-	L2TP information, such as LNS IP address and/or LNS host name, as described in TS 29.561 [132].
Such SLAA takes place for the purpose of PDU Session authorization in addition to:
-	The 5GC access authentication handled by AMF and described in clause 5.2.
-	The PDU Session authorization enforced by SMF with regards to subscription data retrieved from UDM.
Based on local policies and subscription information the SMF may initiate SLAA at PDU Session Establishment. The SMF provides the GPSI, in the signalling exchanged with the NEF for the SLAA procedure with the SLAA AF during Service Level Authentication/Authorization.
The UE provides the authentication/authorization information required to support SLAA over NAS SM. The UE is configured with the Service Level User ID and SLAA AF address.
NOTE 2:	How to configure/provision the Service Level User ID and SLAA AF address to the UE is out of scope of this specification.
If a UE is configured with DNNs, which are subject to SLAA, the UE stores an association between the DNN and corresponding Service Level User ID.
NOTE 3:	How the UE is aware that a DNN is subject to SLAA (e.g. based on local configuration) is out of scope of this specification.
At any time, an SLAA AF may revoke the authorization for a PDU Session or update DN Authorization Data for a PDU Session. According to the request from SLAA AF to revoke the authorization, thethe PDU Session may be released. 
At any time, an SLAA AF or SMF may trigger SLAA Re-authentication procedure for a PDU Session as described in TS 23.502 [X] clause 4.3.2.X.

>>>> NEXT CHANGES<<<<
[bookmark: _Toc145936403]6.3.14	NEF Discovery
The NF consumers may utilize the NRF to discover NEF instance(s) unless NEF information is available by other means, e.g. locally configured in NF consumers. The NRF provides NF profile(s) of NEF instance(s) to the NF consumers.
The IP address(es)/port(s) of the NEF or L-NEF may be locally configured in the AF, or the AF may discover the FQDN or IP address(es)/port(s) of the NEF/L-NEF by performing a DNS query using the External Identifier of an individual UE or using the External Group Identifier of a group of UEs or using EDNS Client Subnet, or, if the AF is trusted by the operator, the AF may utilize the NRF to discover the FQDN or IP address(es)/port(s) of the NEF or L-NEF.
NOTE 1:	When the AF discovers the FQDN or IP address(es)/port(s) of the NEF/L-NEF by performing a DNS query, the AF can add in its DNS request an EDNS Client Subnet option in order to help the DNS determine a local NEF directly. The use of a DNS query for the selection of a L-NEF is only supported for AF and not internal network functions.
NOTE 2:	The EDNS Client Subnet may be derived by the AF based on factors that are considered for NEF selection. Whether and which factors are considered for NEF/L-NEF selection may depend on whether the AF performs an initial NEF discovery or a NEF discovery due to L-PSA relocation.
NOTE 3:	The NEF discovery and selection procedures described in this clause are intended to be applied by NF consumers deployed within the operator's domain.
NOTE 4:	The NEF supporting the capabilities can be configured in the AF or discovered by AF with the assistance of NRF.
The following factors may be considered for NEF selection:
-	S-NSSAI(s);
-	S-NSSAI and DNN corresponding to an untrusted AF;
-	Event ID(s) supported by an AF (see clause 6.2.6, clause 6.2.2.3 of TS 23.288 [86] and clause 5.2.19 of TS 23.502 [3]);
-	AF Instance ID, Application Identifier;
-	External Identifier, External Group Identifier, or domain name;
-	A request for local NEF selection;
-	Location (see locality in clause 6.1.6.2.2 of TS 29.510 [58]);
-	(for local NEF selection) List of supported TAI;
-	(for local NEF selection) List of supported DNAI;
-	Capability of NEF to support Service Level AA procedures (e.g. UAS NF functionality for UUAA procedures);
-	Capability of NEF to support Multi-member AF session with required QoS for a set of UEs identified by a list of UE addresses;
-	Capability of NEF to support member UE selection assistance functionality.
Local NEF instance(s) can be deployed close to UE access. For local NEF selection, the location of the local NEF instance (e.g. geographical location, data centre) may be used in conjunction with the location of L-PSA UPF or AF.
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